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Document Purpose
 

This document was produced by the FAME Programme to provide guidance and practical examples to all Local Authorities/Partner Agencies for an implementation of Multi-Agency working.  All documents are the property of FAME National Project, and to access these documents you have agreed to the terms and conditions set out in the accessing of these products from the FAME website.
 

For a further description of this document please see the Product Definition below stating exactly what the product is.  For more in depth explanation and guidance please see the FAME "How to Implement and Sustain a Multi-Agency Environment".
Specification of Requirements:
the technical and process specifications to support the development and implementation of a working solution. 
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1 
Introduction and Background

This statement of requirements is in line with government sponsored proposals for child welfare outlined in the green paper “Every Child Matters” and the recently tabled Children Bill.  In addition, this project supports the shared goals to gain efficiency of service provision through early intervention and a reduction in the requirement for non-universal service needs.

The business requirements in this document have been defined based on input from the CYPU – IRT Draft Business Requirements v007 040304 ZR.doc and the RYOGENS SoR. Additionally, feedback from the Deptford CYPU IRT and the RYOGENS pilots as well as several workshop and brainstorming sessions held with LB Lewisham and their partner agencies has been used to inform the process. 

There are also proposals laid out in the Children Bill currently before Parliament and subject to amendment that may have an impact on the requirements in terms of the minimum data held within an IRT Hub:

Part 2 Section 8

(5) The information for which provision may be made under subsection (4)(a)

includes in particular—

(a) information as to services provided to, or activities carried out in

relation to, a person to whom arrangements referred to in subsection (1)

relate;

(b) information as to the existence of any cause for concern in relation to

such a person.

Consultation

This document is based on work carried out as part of the Deptford pilot, the Ryogens project and requirements coming from the CYPU project.

Specifically, the following inputs have been incorporated:

· RYOGENS SoR v0.7

· CYPU IRT Business Requirements 11 March 2004 v007

· FAME IRT System Brainstorming exercise 2 March 2004

· FAME IRT Review Workshop Sundridge Park 5 March 2004

· FAME IRT Review Workshop Sundridge Park 12 March 2004

· FAME IRT Review Workshop Sundridge Park 18 March 2004
· FAME IRT Business Requirements Review Sundridge Park 19 April 2004
Throughout this period, Ciber and Liquidlogic have met and discussed these inputs to construct a Business Requirements document and this SoR.
Business Requirements

2 Business Process Flow

The following diagram describes the business flow on which the solution is based.  This is further explored in the following sections.
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Figure 1 - Business Process Model

2.1 Contributor

It is envisaged that concerns about a child can be raised by  practioners and other professionals known as contributors. Contributors are authorised users of the system who have been given security privileges to allow access to certain information in the IRT hub; they may be employees of the participating agencies or possibly voluntary workers.

The facilities available to a contributor would depend on their security privileges and access method but as a minimum would incorporate:-
a)
the ability to query the IRT hub and see if a child is known to other agencies and has had any concerns raised about them. The search capability will be dependent on the contributor’s security profile.
b)
the ability to raise a concern and receive feedback on concerns as to whether action has been taken or whether no further action was considered necessary 
c)
the ability to search a service directory for information about organisations, organisational sites and the services they provide which may be appropriate to that concern.
d) The ability to request changes to information stored on the system.
e) The option to assume lead professional status for the child they have raised a concern about for the duration of the involvement.



2.2 Concerns


Practioners will be asked to complete a standard  concern form to be shared across all agencies, although any field can be made mandatory it is felt that too many such fields hinder access to the system. 
If their existing back office system supports standard Windows copy and paste functionality then any data entered on screen can be copied and pasted into the IRT system. 
The concern model will have to embrace both the RYOGENS and the existing Deptford pilot model in terms of the categories that concerns may be expressed against. As the concern model is refined over time, the concern model should be capable of being changed by the customer with guidance from the supplier rather than being “hard coded”, ultimately a system administrator could perform this function. 
The system should have the ability to record when the central team are asked for advice about a named child so as to be able to record this for statistical purposes. 
The central team should have the ability to record “advice” that may have been requested about a child, often advice is being asked for but the identity of the child not revealed. The system should store these requests for advice against the name of the agency requesting it so that agencies repeatedly asking for advice could be identified. 

The nature of the concern will only be viewable by the central team members and the originator of the concern, other users will only see a flag to indicate a concern has been raised against the child.
When a concern is raised the contributor will specify whether further action is required or if they are logging the concern as a matter of record. 

It should be possible to record if the concern is being logged on behalf of someone else and who they are.
The contributor raising the concern should be asked if they want to be the lead professional for the child. There will be an explanation of what that entails. The system should check that there is not already a lead professional allocated.  
Users of the system should be warned that all searches are audited and they should confirm that they are searching because they have a concern so that users that are “surfing” child details can be identified. 
Users of the system would have the ability to search the service directory to find details of appropriate services available within the area, as an incentive to use the system it would require basic child details to be entered so that the intelligent service directory can suggest services based on the information supplied. 
In the case of a central team member or authorised user it is envisaged that they will have a mechanism to search for and uniquely identify the child that is the subject of their concern. The search privileges may be dependent on the profile of the user so that certain users when searching for a child may not see that they are known to certain agencies eg youth offending. 
It is important that the concern raised is associated with a computer record of the child that is common to all users of the system otherwise there is a risk that multiple concerns become attached to different records of the same child so that viewing a child’s record fails to give a complete picture of all the concerns associated with them. 


Making sure in a simple and reliable way that the child selected is a) the correct child and b) the same record that everyone looking for concerns about that child will see is a critical success factor for the system.
The system should also allow concerns to be taken on behalf of a third party thus catering for telephone, email and letter communications. 

2.3 Consent

Under existing legislation it is important that consent is requested and obtained before proceeding to submit a concern. Whether this consent is obtained from the parent / guardian of the child or the child themselves will vary. The system should record whether consent has been granted. If it has not then the contributor may still proceed under certain conditions, the system should record what the reason for proceeding is from a range of options supplemented by supporting legislation to guide the professional. 

2.4 Concern Business Rules and Alerts
The system should be capable of making decisions based on the nature of the concern.
Depending on the concern model being used, the system should be capable of aggregating minor concerns to trigger alerts or responding to more serious concerns immediately. 
The Deptford pilot currently treats every concern as an “alert” requesting further action, the RYOGENS pilot has more complex rules; some concerns immediately initiate an alert, others require aggregation with other concerns. 
Although all concerns currently trigger alerts the system should have the capability to be able to aggregate concerns of a less serious nature and only flag them when they reach a pre-defined level. That knowledge can only come from experience of system usage but it is important that the system is flexible enough to be able to cater for that requirement.

2.5 Central Team / RMF

Currently within the Deptford IRT and RYOGENS pilot, LB Lewisham has two central functions; the RYOGENS management function and the Deptford Central Team. How these teams will be organised around the FAME IRT roll out is addressed within the business issues section. It is assumed here that they both operate as one logical (although not necessarily in the same physical location) unit.

The central team play a key role in the management of concerns and how partner agencies respond to them. 

2.6 Review Concern

If the contributor has not elected to be the lead then incoming concerns are raised as a task within the central team IRT system work tray. If the contributor raising the concern has elected to be the lead professional, then the central team will receive a note informing them of the fact and the contributor will proceed to address the needs of the child.
Concerns in the central team work tray  can then be accessed by any central team user (CTU) so avoiding concerns going to specific members of staff that may be on holiday or sick. The first action should be to reassign the concern to a specific CTU so that the system can audit who is dealing with it. Depending on the concern business rules, some routing of the concern to an appropriate central team user may already have taken place. 

The assigned CTU should confirm that they accept responsibility for the concern. 

A  CTU is able to review a concern and based on the information provided decide what the next steps are, if there is no lead professional allocated, the CTU will need to request that a practioner become involved. They can be notified by the system and will be required to accept before the concern is removed from the central team’s responsibility or the case can be administered on the behalf of the practioner by the central team if the practioner does not have access to the IRT system. 



As a CTU they will be able to query the IRT hub showing all the agencies that the child is known to as well as any other concerns and their nature expressed by other contributors.  They will also, subject to legislation, be able to see other services that the child is receiving, family relationships, as well as other involved professionals and the dates of involvement. It is envisaged that this information will be brought in from back office systems. Where the back office system cannot or does not hold this information then the IRT system should be capable of holding and updating this information locally. New information or corrected information should also be fed back as a work item to the relevant system administrator to be made aware of discrepancies or gaps in their core data. 
The central team will also review requests for changes to information held on the system that may be sent in by contributors. This may include incorrect concerns, concerns added to the wrong child, incorrect personal information etc. The central team will have to decide if the query relates to information stored on the IRT system or on the various back office systems and using their access privileges either change the IRT system or notify the relevant system administrators. Any changes made to the IRT system will be audited for future reference. 
The system should be able to display a genogram – a visual “family tree” of the known relationships a child has with other people, this information is drawn from the back office systems that contain it or it should also be possible to enter it into the IRT system directly. Again this may depend on what information the system is allowed to share by legislation.
The original concern will contain details of whether the contributor thinks that further action is necessary, the CTU may decide after a review of the concern and possible discussion with the contributor that no further action is required. The decision should be logged with a reason and a notification of the decision sent back to the contributor. The concern should remain on the child’s record for future reference; any details of conversations that led to the decision should be recorded. 

2.7 Create case and Identify Lead Agency or Professional
The original contributor should have the option of being the lead professional for the child for this involvement. The system should outline what the implications of becoming lead professional are by means of help text.  If they choose not to be the lead professional the concern will be routed to the central team. If the contributor chooses to be the lead professional then a copy of the concern should be sent to the central team with a note that a lead has already been appointed. Progress can be monitored by the central team.
The system should have the capability to allow the lead professional extra security privileges for the duration of the case for a particular child if this is considered appropriate; otherwise they may not be able to carry out all the functions of a lead professional if some information is denied to them. Alternatively they could be prompted to contact the central team for any further information.
If the LP decides that there is reason to investigate further then they should create an IRT case, feedback is provided to the concern contributor that this is occurring with any further comments that the CTU may wish to provide.

A vulnerability level should be assigned to the child with online guidance as to what the levels indicate and what actions the practioner should consider. 
The CTU should allocate a lead professional to the case if the contributor has not elected to fulfil the role: this could be any suitable professional. The lead professional (LP) is selected and notified of their involvement.  The requested lead has the right to decline their involvement with a reason. Until they accept the case the case remains with the CTU and they will be alerted if the allocated LP has not accepted or declined the case within a defined time scale.

It should be possible at all times to “pend” a case whilst further information is awaited so that the case is removed from the current task list. The case should be brought back into the users work tray automatically after the requested time or the case can be manually “un-pended”. 

There should be a facility to delete or hide concerns where they have been raised in error or attached to the wrong child. These actions must be audited. 

How these issues might be dealt with is covered in the business issues section.

2.8 Determine Needs

Once a LP is assigned and has accepted the case, the system should recognise the fact and route future concerns accordingly for the duration of the case to them and a notification should also be sent to the central team. There are business issues around the Lead Professional role and how LB Lewisham would want to see this role working.

The LP may wish to carry out a single agency assessment. There are business issues that require clarification around this and these are raised in the business issues section.

The LP may also wish to consider convening a family support meeting or a follow up review meeting. The system should ease the burden of organising such meetings by allowing the required participants to be notified quickly via the system of the request for their attendance. Where participants are not users of the IRT system or only infrequent users then the system should generate email or paper communications. Reminders should be set for the review meeting. 
The system should record who (if not the LP) is writing up the meeting and provide facilities for recording the outcomes so that they can be shared amongst the professionals involved at the meeting as well as central team users. 
If the IRT involvement develops into a social services case then the information should be forwarded to social services to form part of the ESCR.
2.9 Develop Action Plan

The system will suggest as a result of the business concern model the service (s) needs for the identified concern (s) together with the organisations that can provide these services. The Service Directory provides an index of organisations that can provide services against a given need. The LP will have the facility to select and choose alternate services and service providers for inclusion into an Action Plan. 

The co-ordination of the services provided within the Action Plan will ultimately be managed automatically by the system using referrals for users of the IRT system or through alternate channels (in the first instance) for non-IRT users. 

2.10 Service Directory

This will hold service information and provide automated access as well as a manual system maintenance interface. Service information would include descriptive text, a service need category e.g. social interaction, age eligibility criteria e.g. 8-12 years and geographic availability at post-code or area level.  For each service need there would be knowledge of a contact for use within the system workflow & referral processes.  This could initially include at its simplest a coordinator's name and phone number with the system automatically appending further information as that co-coordinator / agency participates in the service provision. The Service Directory will be implemented through a web services interface that will be agreed between Liquidlogic and Ciber. 
The IRT Service Directory will be available to the public through Lewisham’s web site, so that its usage is integrated within the rest of the service information provided by Lewisham. The integration of the IRT Service Directory with the web site will be enabled through the provision of callable XML interfaces, allowing Lewisham to maintain full control of the look-and-feel of the public facing interface to the Service Directory.
2.11 Referrals

For a given identified service provider (see service directory) and an identified child/young person (see search for Child/Young Person) an IRT user could make a referral to a given agency. Referrals for service provision will be communicated through the IRT system with an optional accompanying email containing no data vales (e.g. child’s name) but a link for the user to the IRT system to indicate new items of concern within the IRT system.

The system would manage the mechanism for communication and would ensure any defined response by date/time was adhered to.  Failure to comply would generate a series of escalation steps and a warning to the originating user and IRT coordinator.
2.12 Agree and Record Action Plan 

Based on the decisions of the agencies from which services have been requested, an action plan can be agreed, recorded on the system and the new services provided added with dates recorded against the child. 

2.13 Monitor / Review Action Plan

The system should be capable of setting, either by professional involvement or by default, a review date that will automatically prompt the LP to hold a review of the case. At this point a decision may be taken to make a further assessment, make more referrals or close the case. The outcome should be recorded. 

3 General Requirements

Whenever tasks are passed to other professionals or agencies the system should incorporate automatic prompts that alert the professional to the fact that a preset amount of time has elapsed without a response. Escalation features should also be present that can alert management if the delay continues.
It should be possible to save draft work within the system without submitting it to allow time to gather further information without losing information already entered. 
The system should monitor whether draft work saved has been completed within a certain length of time to guard against staff leaving or  oversight, an escalation procedure will be triggered if not.  
Because some users may be infrequent users of the system any messages sent should also be sent via email that alerts the user to log onto their system. This is a more secure means of communication than sending the information in an email directly. The system should also have the capability to generate letters using information already entered. 
Help should be available on line and also moving the mouse over an item should give a fuller explanation of its function.
When a child attains the age of 18 it is important that transitional arrangements are in place to deal with any ongoing cases and that accumulated data can be forwarded to the most appropriate agency once the person’s IRT involvement ceases. How young people should be treated by the system once they attain adulthood is subject to guidance from the DfES and the system should be flexible to cater for how their records are then handled.  
Professionals that have left their organisation should be deactivated to prevent them being allocated to new cases however their history of involvements should be retained. 
Icons should be used where possible.

A user’s security profile will determine what child information they can view/modify/create as well as what parts of the system are presented to them and which agencies a child is known to.
The minimum amount of child data will be held in the system whilst taking account of the proposed requirements of the Children Bill. 

3.1 Audit

Auditing capabilities will be made available to report on the following occurrences:

· A log of user actions

· A log of successful connections

· A log of failed connections

· A log of access to concerns

· A log of any amendment to data

· A log of searches
· A log of users that search without logging concerns
Audit procedures will be produced to ensure secure access to the logs and will be controlled by an audit rights matrix. Any override capabilities built into the system will be securely logged and immediately alerted to the requisite management function.

3.2 Security

The system should be capable of allowing user access to be controlled such that access to data and functionality is defined by the user’s security profile. There is already a permissions matrix defined for the RYOGENS pilot, a wider matrix needs to be defined for the FAME IRT implementation.
3.3 Reports

5 standard reports will be made available with defined parameter fields that may be changed e.g. dates, times etc. The ability to construct user defined reports will be enabled to allow single agency reporting or exception reporting such as high/low/non usage reports to be produced. 
3.4 Integration Considerations

The child/young person data extracts detailing involvements would be automatically loaded and updated into the central system.  This would be managed by an eGIF compliant XML interface being defined for each application involved.  Where no system interface is connected then manual updates would be supported into the central system in respect of the agencies involved children/young persons.  The integration interface will be read only and provided through an XML messaging architecture supporting the functionality required to maintain the synchronization of data between the system and all local linked systems.

3.5 Linking of Children Identities

The system should allow links to be created to link identities of children from different service provider local systems. Where matches are likely but other information differs, the local system manager would be advised so that they could update details where necessary.
New Children

In some cases querying the IRT data hub may fail to find the child. This may be because the child is from another area and temporarily or permanently moving into the area. It may be because they are unknown to any existing agency. The CTU should notify relevant agencies i.e. education and health of the child’s details who should follow up on this to ensure some action is taken in relation to registration with GP and school. Concerns about children staying temporarily in the borough should remain on the system while they remain in the authority but the referrer should be asked to notify their home authority of the concerns in case they are known there. The home authority should be asked to notify the referrer (or CTU) when the child returns to them.  The case should be NFA’d once referrer/CTU knows they have returned to their authority.

If a practitioner learns that a child has moved out of the borough they should log this on their system and notify the IRT system.  The central team should notify the IRT co-ordinator  in that authority in the new borough and not remove the child until confirmation that they have it on their system has been received.

4 Business Issues

Several areas were identified where LB Lewisham and their partner agencies specific input was required to clarify requirements, functionality and organisational procedures. 
4.1 Concern Model


A concern model has been created that combines the existing Lewisham IRT concern model with the RYOGENS concern model. This may be changed over time as experience and knowledge increases, the system is flexible enough to allow for this. 
4.2 Business Rules
4.3 The IRT system uses business rules to decide how concerns are routed and how any ensuing work is managed. The system needs to have the flexibility to allow for these rules to be modified or reconfigured as experience of the IRT process grows and to cater for Government policy changes. 



4.4 Central Team / RYOGENS Management Function


LB Lewisham will continue with the concept of a central team to manage the IRT process, the system does not require a co-located central team to function however. 
4.5 Vulnerability Level

The IRT system will embrace the vulnerability level concept, revised guidance will be on line within the system to assist practioners.  
4.6 Deleting Information

There will be times when information is entered incorrectly into the IRT system, concerns are filled in incorrectly, deemed malicious or attached to the wrong child. 
Requests can be made to a central team user to correct this information, all changes are audited
A procedure needs to be defined for rectifying these errors where the data relates primarily to the IRT system. 

Separate procedures will be defined for when incorrect data primarily relating to the back office systems is noticed via the IRT system. 
4.7 Lead Professional

The role of the LP needs to be defined from a system point of view as to what additional information they are allowed to see for the duration of the case and to how any further concerns during the case might be routed. Guidance as to the requirements of the role will be provided. The system needs to be flexible to allow for additional information to be available under these circumstances. 
4.8 Security

A permissions matrix will need to be defined. 
4.9 

4.10 Single Agency Assessment

Work is being done within Lewisham on the subject of a single agency assessment but the outcome will not be available until after the initial go live date for the system. The system should therefore have the capability to have a single agency assessment tool added to it when it has been defined. 
Interface Specification

Only demographic and contact data will be used initially, although the interface will allow additional data as it becomes clearer what legislation will allow to be shared. The IRT interface will also bring in and display the system id from the relevant agency system as well as allowing for a unique child id number to be brought in and displayed when central government decides on which number is to be used and the agency system supports it.
Technical Requirements
The following diagram describes the Technical Reference Architecture.  Key technical elements from this architecture are described below.
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Figure 2 - Technical Reference Architecture

4.11 Integration

The child/young person information from each agency being integrated detailing their involvements would be automatically loaded and updated into the central system.  The central system will maintain the separation of the data extracts from each other.  This would be managed by an eGIF compliant XML interface being defined for each application involved.  Where no system interface is connected then manual updates would be supported into the central system in respect of the agencies’ involved children/young persons.  
It is not intended that data will be written back to any of the back office systems however it is intended that the system will allow agencies to be alerted to discrepancies and omissions in data which have been brought forward from their own systems into the IRT system. 

Connection between the IRT solution and the agency back-office system is performed through a standards based integration layer.  This uses eGIF standard XML interfacing using standardised format for all agencies. Agencies can be added in time through changes in the source system to produce the XML file to the required standard and simple configuration work within the integration layer to accept the new feed. It is intended that for the purposes of the FAME project a minimum of four back office systems will initially be integrated. This will necessarily be a phased activity depending on a number of factors, including type and age of backend system, and will not necessarily be completed during the first phase of the implementation. 
Only demographic and contact data will be used initially, although the interface will allow additional data as it becomes clearer what legislation will allow to be shared. 
The system will be developed with the needs of FAME (Framework for Multi-agency Environments) and regional and national federability in mind.
Where on line searches of child data are not possible then a data extract of each agency system is taken on a regular basis and held within the IRT data hub. This data is retained separately and not modified or modifiable the data controller remains the agency that provided the data. Any additional IRT data such as concerns that is recorded is performed by the data processor in this case the London Borough of Lewisham, this data is held in a separate logical database. 

4.12 Reporting

Standard reports are available and can be further developed according to need.  Additional standard tools can be used to access data providing that these are seen to not compromise the security within the system.

4.13 Security

Users are authenticated through a secure logon using a personal id and password.  Additionally, users are asked a personal question previously specified by the user.  E.g. where were you born?  This is selected at random from three pre-defined questions and answers.
Users can request access to the system and specify their passwords and questions in advance. A task is created in the central team’s tray to investigate the user and grant or decline them access. This task could be delegated to the system administrator for their agency if required. 
Users are defined against specific roles.  Each role is given a security profile defining what fields and screens can be accessed.  Additionally, restrictions can be placed on the child and data records that can be viewed.  This matrix based access control is based on role, agency and involvement.

All system access is done using Secure Socket Layer (SSL) 128 bit encryption.  This prevents packet interception revealing sensitive information.  This is used for both user layer connections to the system and back-office system integration on child detail up-loads.

The application and database servers would be protected behind a firewall to prevent unauthorized access to the system or data.

Operational Requirements
To support the live operation of the system there are a number of functions that need to be performed by administrative and technical users.
Administrators in the central team or the agencies are responsible for creating and deactivating  user accounts.  This will require regular updates of practioners leaving so that the agency responsible can deactivate them from their departmental systems as well as the IRT system. This includes validating the person and their role.  Central administrators can also create or modify roles according to the business requirements.  Agency administrators would also be responsible for resetting forgotten passwords and supporting new users in operating the system.  

Administrators would also monitor the usage of the system to ensure that agencies are making proper use of the system, including overdue actions.  Central administrators might review use of one agency against another to ensure that best practice is maintained.

Technical administrators would be responsible for running system backups, monitoring database and disk sizing and supporting the hardware and any fail-over procedures.  They would also support the internet and network access to the system and apply any operating system, middleware and application upgrades.  There is not a need to provide archiving since the application would store all information on-line.

Support would be managed by escalating from Practioners to Local Administrators within the agency to the Central Team.  The Central Team would contact the support desk of the IRT application supplier.  If there are problems with the PC or with access to the application then the appropriate ICT support desk should be contacted to provide a solution.
Where it is not possible to conduct on line searching of the back office system then a data extract is taken from the relevant agency system, this extract can be taken as often as deemed appropriate. The data is flagged as to where it originates from, held in a separate logical database data and is not modified or modifiable. The data controller for the data remains the data controller for the agency systems. IRT specific data is controlled by the data processor, in this case the IRT project or LB Lewisham.
A data extract will be required to be produced by the relevant agency system administrator in accordance with the agreed file format specification. The ownership of the data rests with the agency providing it.
Critical Success Factors
N.B. Each of the following requirements are detailed in Business Requirements Chapter above.

Mandatory

These are the requirements that must be fulfilled before a system can go live and be deemed successful.  
· Integrated Service Directory

· Identify child

· Agencies and Practioners involved
· Identify lead professional
· 
· Ability to log and review Concerns

· Tracking and escalation of Concerns

· Manage basis of information sharing including consent

· Easy to use system

· Integrated Systems architecture

· Security of data subject to roles and auditing

Highly Desirable

Additional requirements that would enhance the usability of the system
· Generate email to infrequent users
· Generate pro-forma letters

· Checking for saved draft work that has not been completed
· Shared Assessments
· Linking to Local Land Property Gazetteer LLPG
Desirable

Those requirements that would make the system into a polished product:

· Integration with a GIS tool or street finding software
· Ability to express a concern about a geographical location 
· Spread a concern across siblings subject to legislation
Training 
There would be initial training provided to the agencies.  This would be supported by a training pack which would include a user manual and an administrators guide.  Training of practioners can either be conducted by the local agency trainers in a ‘train the trainer’ model, or can be performed by the application supplier.  Ongoing training of new joiners would be either conducted by the local administrators or by refresher courses from the original training company.

All training material would be available on-line for access by the practioners in addition to integrated help.

Standards

Connection between the IRT solution and the agency back-office system is performed through a standards based integration layer.  This uses eGIF standard XML interfacing using standardised format for all agencies.  Additional agencies can be added in time through changes in the source system to produce the XML file to the required standard and simple configuration work within the integration layer to accept the new feed.

All messaging between applications and between the users and the IRT application would be encrypted using Secure Socket Layer (SSL) 128 bit encryption.
Project plan

A project plan would be part of the proposals to meet the SoR.
Contractual Obligations

It is envisaged that the contract will be in line with the existing terms and conditions used in the other strands of the FAME project.

Pricing and Sustainability
Pricing

Pricing will form part of the proposals to meet the SoR.

Sustainability

 The project will need to budget for ongoing costs associated with the FAME IRT solution.  Examples of these are as follows:

· Applications Software support:  It is envisaged that support during the active implementation period of the project will be included in initial quotations. Thereafter support to provide error correction and minor enhancements will have to be funded.  It is generally the case that approximately 20% of the initial outlay should be budgeted for this on an annual basis.

· Systems software support and hardware maintenance:  These will have to be funded on an ongoing basis

· Staffing:  The project will need to determine who will fund the provision of administrative staff and coordinators and how costs are divided between the agencies involved.
· 
A 




Author:








� DOCPROPERTY  Author  \* MERGEFORMAT �Paul Streeter��
Telephone:	020 7355 1101� IFLondon="Bracknell" "1344 867199" "� IFLondon="Leeds" "113 246 9840" "� IF London="London" "020 7355 1101" "� IF Wellingborough="Warrington" "1925 244770" "� IF Wellingborough="Wellingborough" "1933 273411" � IF="Rushden" "1933 414141" "" ��1933 273411��1933 273411��London��020 7355 1101��020 7355 1101�� IFLondon="Bracknell" "1344 868442" "� IFLondon="Leeds" "113 246 9841" "� IF London="London" "020 7355 9000" "� IF Wellingborough="Warrington" "1925 241727" "� IF Wellingborough="Wellingborough" "1933 229330" � IF="Rushden" "1933 414151" "" ��1933 273411��1933 273411��London��020 7355 9000��020 7355 9000��
�
CIBER UK Ltd�
Fax:	020 7355 9000�
�
101 Wigmore Street�
E-mail:	� HYPERLINK "mailto:info.uk@ciber.com" ��info.uk@ciber.com��
�
London W1U 1QU�
WWW:	�HYPERLINK "http://www.ciber-uk.com/"��www.ciber-uk.com��
�














LBL ISA SoR v1.0

1

_1149579809.vsd
Contributor


Search Service Directory


Raise Concern / 
Receive Concern feedback


Errors and correction feedback


Review Concern / Feedback


Create Case and Identify Lead Agency


Determine Needs via Single Agency Assessment


Develop Action Plan


Agree and Record Action Plan


Consider Need for Multi Agency Assessment


Monitor / Review Action Plan


Service Directory


Complete


Accept lead responsibility role?


Request referrals/
Service requests


Identify the Child


Consider Consent


Permissions Matrix


Contributor
Dependent Search


Search for child 







                             
            
                             
                             Central Team / RMF


Alert triggered?


Lead Professional / Intervention Agency


No


Yes


Create Case


Record Agency Requesting Advice


Correct IRT data


Escalation Procedures


Organise and write up meetings


Review and accept / reject new user requests



_1149597261.vsd
Future additional Agency data extract


Integration Layer -  XML Messaging Interface


    SCH


EDU


YOT


Connexions


Service 
Directory

Service Need/Code
Postcode



IRT Workflow / Business Logic/ IRT data











	                       Partners Back Office systems


Assessment


Map scores to service need


Query / Match Child / Needs Model /Identify Needs


Request Available Service Need Contact Details


Child Under Review


Request Service/
Make Referral


Child information updates


Service Contact Details Returned
Address
Contact Info


Monitor Referral Progress


Security


User Interface


Audit &
Reports


Maintain Service 
Contact Details


Connexions Data Extract


YOT Data Extract


Education Data Extract


SCH Data Extract


IRT Data Hub



_1141809430.vsd
Contributor


Search Service Directory


Raise Concern


Concern Feedback


Review Concern


Create Case and Identify Lead Agency


Determine Needs via Single Agency Assessment


Develop Action Plan


Agree and Record Action Plan


Consider Need for Multi Agency Assessment


Monitor / Review Action Plan


Service Directory


Complete


Business Rules


Request referrals/
Service requests


Identify the Child


Consider Consent


Permissions Matrix


Contributor
Dependent Search


Search


		
	
		       Central Team / RMF


Lead Professional / Intervention Agency



_1144680672.vsd
IRT Database


Integration Layer -  XML Messaging interface


    SCH


EDU


YOT


PCT


Service 
Directory

Service Need/Code
Postcode



IRT Workflow / Business Logic











	LB Lewisham and Partners Back Office systems


Assessment


Map scores to service need


Concern Model – Identify Needs


Request Available Service Need Contact Details


Child Under Review


Request Service/
Make Referral


Updated / new children /  deletions


Service Contact Details Returned
Address
Contact Info


Monitor Referral Progress


Security


User Interface


Audit &
Reports


Maintain Service 
Contact Details



