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Document Purpose
 

This document was produced by the FAME Programme to provide guidance and practical examples to all Local Authorities/Partner Agencies for an implementation of Multi-Agency working.  All documents are the property of FAME National Project, and to access these documents you have agreed to the terms and conditions set out in the accessing of these products from the FAME website.
 


For a further description of this document please see the Product Definition below stating exactly what the product is.  For more in depth explanation and guidance please see the FAME "How to Implement and Sustain a Multi-Agency Environment".
Information Sharing Protocol (ISP):

a formal, signed agreement which outlines the legal and procedural aspects of information exchange between participating organizations, including conditions for having access and restrictions on the use of the information.  Also, the methodology for producing and obtaining agreement for the adoption of an ISP and its application.

Introduction

Local agencies increasingly need to work together across both professional and geographical boundaries in order to serve their communities effectively.  This is particularly true in the field of Child Protection, where failures in communication have in the past had tragic consequences.  The Laming Report (published January 2003), which reviewed the circumstances leading to the death of Victoria Climbié, highlighted the need for better information sharing across geographical boundaries and recommended that new technology be employed to facilitate this.  The Bichard Report (published June 2004), which reviewed the vetting procedures which allowed Ian Huntley to be employed as a school caretaker, found that Social Services had not shared information appropriately with the Police, and there had been record-keeping shortcomings in both agencies.

The West Yorkshire Child Protection System

The West Yorkshire Child Protection System aims to link Child Protection Registers across West Yorkshire and is one of eight strands of the Framework for Multi-Agency Environments (FAME), an e-government project funded by the Office of the Deputy Prime Minister. 

The project participants include the following agencies within the West Yorkshire area:  Local Authorities’ Social Services Departments; West Yorkshire Police; Health Agencies; Education Departments and Schools. 

Purpose of the Agreement
This document provides an operational procedure for the WYCPS and should be read in conjunction with the following documents:

· “Calderdale, Kirklees and Wakefield-wide Interagency Framework for Sharing Information”

· “Leeds Inter-agency Protocol for Sharing Information”

· Bradford Information Sharing Protocol

These documents contain the legal and policy frameworks upon which this agreement is based.
The following agreement defines the information which will be transferred between the organisations listed to ensure compliance with relevant legislation and guidance including the Data Protection Act, 1998.
Methods of Information Sharing

The expected method of information sharing will be via an externally hosted synchronisation system
.  This will not however, preclude other methods such as telephone, fax, in person or in writing. Every local authority already has multi agency information sharing agreements in place, and they remain valid, however this document applies specifically to the West Yorkshire Child Protection System and aims to give those staff using the system the guidance needed to ensure the necessary and appropriate sharing of information.   Information held on the WYCP system will be kept securely. Individual users of the system will be issued passwords to ensure only authorised people can gain access.  All users of the system must be aware of the importance of confidentiality and must only share information gained through the system according to the established principles set out in the documents referred to above.
The WYCPS complies with the Data Protection Act 1998 and the Children Act 1989 Guidance, which is covered by Section 7 of the Local Authority Social Services Act.  Information will be retained in line with each individual authority’s file retention policy for child protection. It will be stored on the externally hosted Child Protection system and local authority computer systems within West Yorkshire.

Consent 

Whilst it is generally considered good practice to gain consent before sharing information, there is a statutory duty under S.47 of the Children Act 1989 to share information to safeguard the welfare of the child. The Department of Health guidance ”Working Together to Safeguard Children” (DOH 1999, para 7.27) states that where there are concerns that a child may be suffering from significant harm it is essential that professionals share information.  When using the Child Protection System, professionals must always state whether or not consent has been gained and if not, on what grounds the need for consent has been waived. Each Local Authority has their own form for recording consent, and where consent is obtained, these forms should be used.
Grounds for Sharing Data without Consent
1. Seeking consent places the child at risk of “Significant Harm”

2. The referrer has made a professional judgement that a child is at risk of “Significant Harm” and seeking consent, or the refusal of consent is likely to increase the risks to the child, or potentially compromise a child protection investigation.
3. To prevent, or aid the detection of, a crime.

4. When an authorised person from a child protection agency wishes to check the child protection register where there are child protection concerns.

5. Where professional judgement indicates the need to share information to build up a picture, to indicate that a child is at risk of “Significant Harm”.

Where consent is refused either by the child (if the child is deemed to be “Fraser competent”
) or by the parent(s) and a professional judgement is made that the child would be at risk of significant harm if the information were not shared. 

Need to know

Only anonymised data will be used for planning, policy making and resource management. 

The provision of personal and/or sensitive information must be proportional to the need to know.  The grid below is illustrative of the information which could be shared. In any given situation the professional must be able to state from the list below the reason why they are sharing the information.

The function of some roles will require the receipt and provision of different levels of information. Anyone whose role requires access to sensitive information will also have access to identifying and personal information.

	Anonymised
	Information which is derived from individual service user records but does not include any information which can identify the individual.  This level of information may be used to look at the number, nature and outcomes of child protection incidents.

	Personal
	Information which identifies an individual as being known to an agency or service. 

	
	Information which indicates the person has or may have experienced abuse

	
	Information about an individual that gives details of their involvement with an agency but does not contain any information classified as “sensitive” under the DPA.  The individual concerned may, however, regard it as highly confidential. This includes details about the services provided to an individual for reasons other than child protection

	Sensitive
Personal
	Sensitive Personal Data is defined by DPA 1988 as: the racial or ethnic origin of the data subject; their political opinions; their religious beliefs or other beliefs of a similar nature; whether they belong to a trade union; their physical or mental health or condition; their sexual life; the commission or alleged commission by them of any offences, or any proceedings for any offence committed or alleged to have been committed by them, the disposal of such proceedings or the sentence of any court in such proceedings.

	
	Details about incidents directly related to a child experiencing or being at risk of abuse

	
	Details about incidents directly related to a person being investigated as a possible perpetrator of abuse

	
	Information indicating that the service user is or may be a perpetrator of abuse


Information that will be shared

· Child’s Name and any aliases, Address and address history, legal status, gender, languages.

· Reasons for concerns

· Details of the child’s family and other relationships linked to the child, together with concern indicators

· Child Protection registration and registration history
· Information relating to Child Protection meetings

· History of enquiries to the register and referrals

· Looked After history indicator

· Schedule One Offender indicator

Information not to be shared

A clear advantage of this electronic system is that only information specified by the externally hosted system can be accessed or shared by people who may use the system.  The system also allows different levels of access, depending on the levels of authorisation. Thus the exchange of excessive or irrelevant information is avoided.  Users however have a responsibility not to pass on information gained, except for the strict purposes of child protection, based on the “need to know” principle.

No user will have access to information which they are not already entitled to obtain manually.  The system simply allows that information to be passed across geographical boundaries more quickly, accurately and reliably than if the enquirer were having to rely on letters and telephone calls.

List of staff that may need to share information:

· Child Protection Co-ordinator

· Senior Management of participating organisations

· Administrative staff within participating organisations

· Managers of staff working with children who may have been abused

· staff working with children who may have been abused
· staff working with people who may have perpetrated abuse

· Referrer 

· Chairs of child protection case conferences

· Performance and Quality staff

Other Relevant Issues

	Contact details for staff who can provide advice / support in relation to the ISA:  Project Managers for each strand of the WYCPS
Owner of this Document:  WYCPS Project Board
Data Controller:  The 5 participating Local Authorities are joint Data Controllers
Reference to relevant policies / guidance: These documents are referred to, or appended to, the 3 high level agreements mentioned on page 1.
Review arrangements: This Document will be reviewed on 30th September 2005
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�The system which will be used to link the Child Protection registers for Bradford and Wakefield for the purpose of the pilot, is called “Protocol”, and has been developed by the software company, liquidlogic  


� Refers to a ruling by the Law Lords (Gillick v West Norfolk & Wisbech AHA 1986) on the right of a child under 16 years to consent to treatment on their own behalf, being competent to do so.


� External professionals and social services staff from other Local Authorities will access anonymised information, unless they are specifically authorised to access this information.  Authorised social services staff will access personal details for service users within their own Local Authority area.


� This is an indicator only that such a history exists, not a detailed history


� Only authorised Social Services personnel may access this information 
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